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1. EESMARK, KASITLUSALA

1.1 Kaesoleva juhendiga satestatakse isikuandmete tootlemise ja kaitse ulatus
Kohtla-Jarve Kesklinna Pd&hikoolis (edaspidi Kool) ning satestatakse
tookorraldus ja nduded isikuandmete too0tlemisele, infovarast ulevaate
saamisele, selle haldamisele ja kasutamisel. Juhendiga satestamata
isikuandmete to6tlemise kusimustes tuleb Iahtuda digusaktidest.

1.2 Isikuandmete kaitse eesmargiks on kaitsta isikuandmete to6tlemisel fuusilise
isiku péhidigusi ja -vabadusi, eelkdige digust eraelu puutumatusele.

2. MOISTED

Kaesolevas eeskirjas toodud mobisted tuginevad oOigusaktidel, sihtasutuse
jarelevalveasutuste poolt koostatud suunistel.

2.1 Isikuandmed— mis tahes andmed tuvastatud vdi tuvastatava fuusilise isiku
kohta, sdltumata sellest, millisel kujul vdi millises vormis need andmed on:

2.2 Isikuandmete tootlemine - iga isikuandmetega tehtav toiming, sealhulgas
isikuandmete vaatamine, kogumine, salvestamine, korrastamine, sailitamine,
muutmine ja avalikustamine, juurdepaasu vdimaldamine isikuandmetele,
paringute teostamine ja valjavbtete tegemine, isikuandmete kasutamine,
edastamine, ristkasutamine, Uhendamine, sulgemine, kustutamine Vvoi
havitamine, vdi mitu eelnimetatud toimingut, séltumata toimingute teostamise
viisist ja kasutatavatest vahenditest.

2.3 Andmesubjekt - isik, kelle isikuandmeid to6deldakse.

2.4 Isikuandmetega seotud rikkumine - turvanduete rikkumine, mis pdhjustab
edastatavate, salvestatud vdi muul viisil to0deldavate isikuandmete
juhusliku voi ebaseadusliku havitamise, kaotsimineku, muutmise voi loata
avalikustamise vai neile juurdepaasu.

2.5 Eriliigilised isikuandmed (delikaatsed isikuandmed) - isikuandmed, mis
naitavad rassilist voi etnilist paritolu, usulisi ja filosoofilisi veendumusi,
ametithingusse  kuulumist, terviseandmed, geneetilised andmed,
biomeetrilised andmed uUheseks fuusilise isiku tuvastuseks, fuusilise isiku
suguelu vdi seksuaalorientatsiooni andmed.

2.6 Andmesubjekti ndusolek— vabatahtlik, konkreetne, teadlik ja Uhemétteline
tahteavaldus, millega andmesubjekt kas avalduse vormis Vvdi selge
ndusolekut valjendava tegevusega ndustub tema kohta kaivate
isikuandmete tootlemisega.

2.7 Vastutav tootleja - fuusiline voi juriidiline isik, kes uksi vbi koos teistega
maarab kindlaks isikuandmete t66tlemise eesmargid ja vahendid.

2.8 Volitatud tootleja - fuusiline vai juriidiline isik, kes tootleb isikuandmeid
vastutava tOootleja nimel.

3. VASTUTUS, TOOKORRALDUS
3.1 Isikuandmete kaitse korraldamise eest vastutab Kooli juhtkond.

3.2 Juhtkond maarab andmekaitse eest vastutaja, avaldab tema kontaktandmed
ja teatab need Andmekaitse inspektsioonile (edaspidi ,AKI").



3.3 Andmekaitse eest vastutaja Ulesanneteks on:

4,

4.1

3.3.1. Koolitada ja ndustada Koolis isikuandmetega kokku puutuvaid
tootajaid, Opetajaid, O&pilasi ja lapsevanemaid seoses nende
kohustustega.

3.3.2. Jalgida kehtivate andmekaitsenormide pd&himdtete rakendamist ja
jargimist Koolis.

3.3.3. Noustada andmekaitsealase mdjuhinnangu koostamist.

3.3.4. Teha koostddd koolipidaja ja jarelevalveasutustega.

3.3.5. Menetleda kdiki Koolile saabunud isikuandmete tootlemisega seotud
paringuid ja néudeid.

3.3.6. Isikuandmete tootlemisega seotud rikkumiste dokumenteerimine.

ISIKUANDMETE TOOTLEMINE

Isikuandmeid toodeldakse vaid juhul, kui selleks on olemas 6iguslik alus.

4.2 Isikuandmete turvaline tootlemine.

4.3

4.4

4.5

4.2.1 Kool rakendab IT parimaid praktikaid ja asjakohasel maaral Eesti
avalikus  sektoris  kaustatav  infosisteemide kolmeastmeline
etalonturbe susteem (ISKE, https://www.riigiteataja.ee/akt/13125331).
Lisaks kasutatakse rahvusvahelist standardit ISO/IEC 27001
INFOTEHNOLOOGIA Turbemeetodid Infoturbe halduse susteemid.
Noéuded ning Center of Information Security infoturbe raamistikku (CIS
Controls, www.cisecurity.org), et kaitsta andme terviklikkust,
kaideldavust ja salatatust.

4.2.2 Kok Kooli tootajad, Opetajad, Opilased ja lapsevanemad on
kohustatud hoidma oma tookohustuste ja/vi Kooliga suhtluse kaigus
taitmisel teatavaks saanud isikuandmeid konfidentsiaalsena.

4.2.3 Koik Kooli tootajad ja dpetajad on kohustatud osalema t60andja poolt
valjapakutud valjadppel isikuandmete kaitse alal. Samasuguseid
koolitusi korraldatakse dpilastele ja lapsevanematele.

Isikuandmete sailitustahtajad.

4.3.1 Koigile Kooli valduses olevatele isikuandmetele maaratakse
sailitustahtajad, mis kirjeldatakse asjaajamise korras voi isikuandmete
tootlemise Ulevaates.

4.3.2 Sailitustahtajad maaratakse oigusaktide alusel, selliste puudumisel
l&htuvalt tootlemise eesmargist.

Isikuandmete kaitse tegevuste planeerimine ja kujundamine.

4.4.1 Juhtkond koos andmekaitse eest vastutajaga hindab uue tegevuse
juures andmetodtlusega seotud ohte ning aitab rakendada meetmeid,
et tagada andmet60tluse vastavus digusaktidele.

4.4.2 Juhtkond koos andmekaitse eest vastutajaga hindab mdjuhinnangu
koostamise vajadust ning vajadusel koostab selle.

Isikuandmete tootlemise ulevaade.

4.5.1 Juhtkond koostab isikuandmete to6tlemise Ulevaate.

4.5.2Juhul kui toimub Ukskoik milline muudatus isikuandmete tootlemisel
(naiteks hakatakse tootlema uusi voi uute isikute isikuandmeid,


https://www.riigiteataja.ee/akt/13125331
http://www.cisecurity.org/

kaasatakse uus volitatud tootlejad), viiakse muudatus viivitamatult
sisse isikuandmete to6tlemise Ulevaatesse.

4.6 Rikkumised isikuandmete tootlemisel.

4.6.1 Kok isikuandmete tootlemisega seotud rikkumised Koolis
dokumenteeritakse.

4.6.2 Isikuandmete tootlemisega seotud rikkumised dokumenteerib
andmekaitse eest vastutav isik. To6tajad on kohustatud isikuandmete
tootlemisega seotud rikkumise info edastama viivitamatult
andmekaitse eest vastutavale isikule.

4.6.3 Isikuandmetega seotud rikkumisest  jarelevalveasutuse ja
andmesubjekti teatamise kohustus sdltub sellest, mis on oht
andmesubjekti digustele ja vabadustele. Ohu suurus hinnatakse
igakordse juhtumi korral. Teavitamise vajaduse ule otsustab juhtkond
koos andmekaitse eest vastutajaga.

4.6.4 Kui rikkumine pdhjustab vdi téenaoliselt pdhjustab andmesubjektide
digustele ja vabadustele suurt ohtu, esitab andmekaitse eest vastutaja
AKI-le rikkumisteate1 ning teavitab sellest ka andmesubjekti.

4.6.5 Kui Koolis on isikuandmete volitatud too6tleja, tuleb rikkumisest teatada
vastutavale tootlejale.

4.7 Eriliigiliste isikuandmete tootlemine.
4.7.1 Eriliigilisi isikuandmeid toodeldakse ainult seadusandluses ettenahtud
juhtudel.
4.7.2 Eriliigilisi isikuandmeid edastatakse vaid krupteeritult.
4.7.3 Koolis tootajaid ja Opetajaid, kelle tookohustuste téttu puutuvad nad
kokku eriliigiliste andmetega, vdimaldatakse taiendav koolitus.

4.8 Nousoleku kasutamine isikuandmete to6tlemise alusena.

4.8.1 Nousolek isikuandmete tootlemiseks vdetakse andmesubijektilt ainult
siis, kui isikuandmeid plaanitakse t6ddelda tegevuste kaigus, mida ei
nae ette Kooli avaliku teenuse jaoks kehtestatud seadusandlus voi ei
toimu lepingu alusel vdi muudel seadusandluses voéimaldatud juhtudel
(nt isikuandmete avalikustamine Kooli veebides ja
sotsiaalmeediakanalites voi teavitustegevuste kaigus).

4.8.2 Nousolek kusitakse reeglina Kooli tavaparaste tegevuste jaoks, mis on
kirjeldatud punktis 4.8.1 ennetavalt kogu andmesubjekti ja Kooli
eeldatava suhte ajaks (nt dpilase kogu 6ppeaja kohta).

4.8.3 Andmesubijektil on digus igal ajal oma ndusolek tagasi vétta.

4.9 Isikuandmete edastamine (sh kolmandatesse riikidesse).

4.9.1 Kool edastab isikuandmeid vaid neile volitatud tootlejatele, kes
suudavad tagada isikuandmete kaitse Uldmaaruse nduete taitmiseks
piisava andmekaitse taseme.

4.9.2 Kool sdlmib volitatud toodtlejaga isikuandmete tootlemise lepingu,
milles satestatakse koik isikuandmete kaitse Uldmaarusest tulenevad
tootlemise tingimused, sh oOigus volitatud todtlejat auditeerida,
sanktsioonid rikkumiste korral ning minimaalsed turvameetmed.

! https://www.aki.ee/et/poordu-inspektsiooni-poole/rikkumisteate-edastamine



https://www.aki.ee/et/poordu-inspektsiooni-poole/rikkumisteate-edastamine

4.10 Isikuandmete to6tlemine avalikus kohas.

4.10.1Kui seadus ei satesta teisiti, asendab andmesubjekti ndusolekut
avalikus kohas avalikustamise eesmargil toimuva heli- Vi
pildimaterjali jaddvustamise puhul tema teavitamine jaadvustamisest
sellises vormis, mis véimaldab tal heli- v3i pildimaterjali jaddvustamise
faktist aru saada ja enda jaadvustamist soovi korral valtida.
Teavitamiskohustus ei  kehti avalike Urituste puhul, mille
avalikustamise eesmargil jaadvustamist voib maistlikult eeldada.

5. ANDMESUBJEKTI OIGUSED JA JUURDEPAAS ANDMETELE

5.1 Asutus teavitav andmesubjekti isikuandmete tootlemisest ja tootlemise
tingimustest.

5.2 Kool teavitab andmesubjekte isikuandmete to0tlemisest oma veebilehel
avaldatud Uldistes andmekaitsetingimustes.

5.3 Andmesubjektil on digus tutvuda isikuandmetega, mida Kool on tema kohta
kogunud. Samuti on tal 6igus nduda nende andmete parandamist vdi
ebatapsete andmete kustutamist ja to6tlemise piiramist.

5.4 Andmesubjekt saab esitada punktis 5.3 nimetatud Giguste rakendamiseks
Koolile taotluse. Seejuures peab andmete taotleja oma isikusamasust voi
andmete taotlemise digust tdendama.

5.5 Taotlus rahuldatakse voi sellele esitatakse pdhjendatud keeldumine esimesel
vBimalusel, kuid mitte hiljem kui Uhe kuu jooksul. Kui avaldust on vaja
tapsustada vai kui isikuandmete t66tlus on aegandudev, voib Kool avalduse
rahuldamise tahtaega pikendada kuni kahe kuu vorra informeerides sellest
taotlejat.

5.6 Kui andmesubjekt leiab, et Kool on isikuandmete tootlemisel rikkunud tema
digusi, on tal 6igus podrduda Andmekaitse Inspektsiooni vdi kohtu poole.

6. SEIRE, ARUANDLUS, JARELEVALVE

6.1 Isikuandmete tOOtlemisele kehtestatud nduete taitmise Ule teostab
asutusesisest seiret ja jarelevalvet andmekaitse eest vastutaja juhtkond.



